Expert €. 1 - expert pre serverové technoldgie

Expert preukaZze svoju odbornd spdsobilost nasledovne:

1) minimalne 2 profesiondlne praktické skudsenosti v oblasti navrhovania, inStalacie a
konfigurovania a podpornych sluzieb serverovych technoldgii v pozicii experta pre serverové
technoldgie; tuto podmienku Ucasti uchadzac preukdze Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikdt v oblasti navrhovania, instaldcie a konfigurovania ponukanych
serverovych rieseni.

Zdovodnenie: Verejny obstaravatel poZzaduje preukazat schopnosti a spdsobilost s implementéaciou
serverovej infrastruktury. Expert musi preukazat dostatoéné profesiondlne praktické skusenosti v
predmetnej oblasti, kedZe bude z pohladu kvality plnenia predmetu zakazky zodpovedat za kompletny
navrh a realizaciu serverovej architektury a jej integraciu do existujuceho prostredia, z coho vyplyva aj
poziadavka na predloZenie certifikatu preukazujiceho spésobilost experta.

Expert €. 2 - expert pre technologie SAN prepinace

Expert preukaZze svoju odbornd spdsobilost nasledovne:

1) minimdlne 2 profesiondlne praktické skusenosti v oblasti navrhovania, insStalacie a
konfigurovania a podpornych sluzieb v pozicii experta pre SAN prepinace; tito podmienku uUcasti
uchadzac preukaze Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikat v oblasti navrhovania, instaldcie a konfigurovania ponukanych SAN
prepinacov.

Zdbvodnenie: Verejny obstaravatel pozaduje preukazat schopnosti a spbsobilost s implementéciou a
naslednymi podpornymi sluzbami po prevzati implementacie obstaravatelom.

Expert musi preukazat dostatoéné profesionalne praktické skisenosti v predmetnej oblasti, kedZe bude
z pohladu kvality plnenia predmetu zdkazky zodpovedat za kompletny ndvrh a integraciu do
existujuceho prostredia, z ¢oho vyplyva aj poZiadavka na predloZenie certifikdtu preukazujiceho
sposobilost experta.

Expert €. 3 - expert pre diskové polia

Expert preukaze svoju odbornu spbsobilost nasledovne:

1) minimdlne 2 profesiondlne praktické skusenosti v oblasti navrhovania, insStalacie a
konfigurovania a podpornych sluzieb diskovych poli v pozicii experta pre diskové polia; tuto podmienku
Ucasti uchddzac preukaze Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikdt v oblasti navrhovania, instalacie a konfigurovania ponukanych
diskovych poli.

Zdbvodnenie: Verejny obstaravatel pozaduje preukazat schopnosti a sposobilost s implementaciou
diskovych poli. Expert musi preukazat dostatoéné profesiondlne praktické skisenosti v predmetne;j
oblasti, kedZe bude z pohladu kvality plnenia predmetu zdkazky zodpovedat za kompletny navrh a
realizaciu diskovych poli a ich integraciu do existujuceho prostredia, z ¢oho vyplyva aj poziadavka na
predloZenie certifikdtu preukazujiceho spdsobilost experta.



Expert C. 4 - expert pre oblast sietovej infrastruktury

Expert preukaze svoju odborni spdsobilost nasledovne:

1) minimdlne 2 profesiondlne praktické skusenosti v oblasti navrhovania, insStalacie a
konfigurovania a podpornych sluZieb sietovej infrastruktury v pozicii experta pre sietové infrastruktury;
tuto podmienku Ucasti uchadzac preukdze zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikdt na Urovni CCIE Routing and Switching alebo ekvivalent v oblasti
navrhu, implementacie, validacie a rieSenia chyb LAN a WAN existujucej sietovej infrastruktary (CISCO).

Zdbvodnenie: Verejny obstaravatel pozaduje preukazat schopnosti a spbsobilost s implementaciou
sietovej infrastruktdry. Expert musi preukazat dostatocné profesionalne praktické skusenosti v
predmetnej oblasti, kedZe bude z pohladu kvality plnenia predmetu zdkazky zodpovedat za integraciu
do existujuceho prostredia, z ¢oho vyplyva aj poZiadavka na predloZenie certifikdtu preukazujiceho
sposobilost experta.

Expert €. 5 — expert pre oblast bezpecnostnej sietovej infrastruktary (firewall)

Expert preukaze svoju odbornu spdsobilost nasledovne:

1) minimalne 2 profesionalne praktické skisenosti v oblasti bezpecnostnej sietovej infrastruktary
v pozicii experta pre bezpeénostnu sietovu infrastruktiru; tito podmienku Géasti uchadzaé preukaze
Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikdt v oblasti bezpecnostnej sietovej infrastruktiry na drovni CCNP
Security, alebo ekvivalent pre existujlce riesenie bezpeénostnej sietovej infrastruktury (CISCO).

Zdbvodnenie: Verejny obstaravatel pozaduje preukdzat schopnost navrhnut a implementovat
bezpectnostnu sietovd infrastruktiru. Expert musi preukazat dostatocné profesionédlne praktické
skusenosti v predmetnej oblasti, kedZe bude z pohladu kvality plnenia predmetu zdkazky zodpovedat
za integraciu do existujiceho prostredia, z ¢oho vyplyva aj poZiadavka na predloZenie certifikatu
preukazujuceho sposobilost experta.

Expert €. 6 - expert pre oblast serverovej virtualizacie

Expert preukaze svoju odborni spésobilost nasledovne:

1) minimalne 2 profesiondlne praktické skisenosti v oblasti virtualizcie serverov v pozicii experta
pre serverovu virtualizdciu; tuto podmienku uGcasti uchddza¢ preukdZze Zivotopisom alebo
ekvivalentnym dokladom,

2) ziskany a platny certifikdt v oblasti navrhovania, inStalacie, konfigurdciu a administraciu
existujucej serverovej virtualizacii VMware na urovni VMware Certified Professional Data Center
Virtualization 2021 alebo ekvivalent.

Zdovodnenie: Verejny obstaravatel pozaduje preukazat schopnost navrhndt, implementovat,
konfigurovat a poskytovat podporné sluzby pre serverovu virtualizacnt technoldgiu.

Expert ¢. 7 — expert pre oblast operacnych systémov Microsoft

Expert preukaze svoju odborni spdsobilost nasledovne:

1) minimdlne 2 profesionadlne praktické skusenosti v oblasti instaldcie, konfiguracie a

administracie existujucich rieSeni Microsoft Windows Server systémov; tuto podmienku Ucasti
uchadzac preukaze Zivotopisom alebo ekvivalentnym dokladom,



2) ziskany a platny certifikdt v oblasti navrhu, instalacie, konfiguraciu a administracie existujucich
rieSeni Microsoft Windows Server systémov na Urovni:

1 expert s certifikdciou Microsoft Certified Solutions Expert Core Infrastructure

Zdbvodnenie: Verejny obstardvatel pozZaduje preukdzat schopnost navrhnut, implementovat,
konfigurovat a poskytovat podporné sluzby pre operaéné systémy Microsoft.
Expert €. 8 - expert pre oblast zalohovania

Expert preukaze svoju odbornd spdsobilost nasledovne:

1) minimdlne 2 profesionalne praktické skusenosti v oblasti instaldcie, konfiguracie a
administracie existujuceho zalohovacieho systému Veeam; tuto podmienku ucasti uchadzac preukaze
Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikdt v oblasti navrhu, instaldcie, konfiguraciu a administracie existujuceho
zalohovacie systému Veeam na urovni Veeam Certified Architect alebo Veeam Certified Engineer alebo
ekvivalent.

Zdbvodnenie: Verejny obstardvatel poZaduje preukdzat schopnost navrhnut, implementovat,
konfigurovat a poskytovat podporné sluzby pre zédlohovaci systém.

Expert €. 9 - expert pre oblast zalohovania = Disaster recovery

Expert preukaZze svoju odbornd spdsobilost nasledovne:

1) minimdlne 2 profesionalne praktické skusenosti v oblasti instaldcie, konfiguracie a

administracie existujuceho systému HPE StoreOnce, tuto podmienku Ucasti uchadzac preukaze
Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikdt v oblasti ndvrhu, instalacie, konfiguraciu a administracie existujuceho
systému na Urovni HPE StoreOnce 3XXX and 5XXX Service and Solution Qualification - alebo certifikat
HPE Master Accredited Solutions Expert - Storage Solutions Architect V3 alebo ekvivalent.

Zdbvodnenie: Verejny obstardvatel poZaduje preukdzat schopnost navrhnut, implementovat,
konfigurovat a poskytovat podporné sluzby pre systém HPE StoreOnce.

Expert €. 10 — manazér zodpovedny za implementaciu projektu

Expert preukaZze svoju odbornd spdsobilost nasledovne:

1) minimdlne 2 profesionalne praktické skusenosti v riadeni projektov v oblasti informacno-

komunikacnych technoldgii; tuto podmienku uUcasti uchadzaC preukdze Zivotopisom alebo
ekvivalentnym dokladom,

2) ziskany a platny certifikdt PRINCE 2 Practisioner alebo IPMA B alebo PMI alebo PMP a ITIL
Foundation certifikat pre IT sluzby na odbornu spésobilost pre riadenie projektov alebo ekvivalentny
certifikat.

Verejny obstaravatel akceptuje aj rovnocenné certifikaty vydané certifikacnymi organmi z ¢lenskych
Statov EU.

Zdbvodnenie: Verejny obstaravatel pozaduje preukazat schopnosti a spdsobilost s riadenim projektu.



Expert ¢. 11 — Hlavny expert pre oblast bezpecnosti IT a ochrany osobnych Gdajov
— osoba zodpovedna za Cinnosti zabezpecujuce ochranu IS a jeho zloZiek proti bezpeénostnym hrozbam
a nepriatel'skym aktivitam, ktorych cielom je kradez informacii, financii, znicenie dat, znefunkénenie
¢innosti IS, pripadne iné Cinnosti s negativnym dopadom, realizované prostrednictvom IS alebo na IS

Expert preukaze svoju odbornu spbsobilost nasledovne:

1) minimalne 5 ro¢nu odbornt prax/skisenosti v oblasti bezpecnosti informacénych technoldgii a
ochrany osobnych udajov v nich v pozicii Specialistu pre oblast bezpecnosti. Tito podmienku ucasti
uchadzac preukaze Zivotopisom alebo ekvivalentnym dokladom,

2) ziskany a platny certifikat pre oblast bezpecnosti, napr. CISA a CISM, CISSP alebo ekvivalent
daného certifikdtu od inej akreditovanej autority (preukaze platnym certifikitom alebo odkazom na
URL adresu na register akreditovanej autority, kde je mozné overit platnost certifikacie/certifikatu)

Podmienky ucasti:

Referencie na 2 realizované zakazky v porovnatelnom rozsahu ako je hodnota zdkazky
Osobné postavenie ... v zmysle zakona

Ekonomicka a finan¢na spbsobilost = zabezpeka podla rozhodnutia obstaravatela
Technicka a odborna spdsobilost = referencie, experti

Certifikat/potvrdenie od vyrobcu preukazujici schopnost poskytnut sluzby spojené s instalaciou a
zaroven dodavkou zaruéného a pozarucného servisu ponukanych zariadeni = obchodné a servisné
partnerstvo s vyrobcom/vyrobcami ponukanych technolégii

Certifikat systému riadenia kvality podla ISO 9001.

Certifikat systému manazmentu bezpecénosti informacii ISO 27001.

Certifikat Systém environmentalneho manazmentu I1SO 14001.

Certifikat Systém manazérstva BOZP 1SO 45001

Certifikat 1ISO 50001 pre oblast Riadenie projektov, Helpdesk, Vzdialena sprava a dohlad.

Poistka .. vo vySke podla rozhodnutia obstaravatela

Definicia krajiny :

1. Pre minimalizaciu rizik, suvisiacich s geopolitickymi faktormi, verejny obstaravatel pozaduje,
aby vsetky hardvérové komponenty pochadzali od vyrobcov z jurisdikcii, ktoré su clenmi Eurdpskej unie
alebo inych déveryhodnych partnerov EU, s cielom zabezpecit ochranu prevadzkovanej IKT
infrastruktury a produkéného prostredia verejného obstaravatela pred potencidlnymi bezpecnostnymi
hrozbami, vratane Unikov citlivych informdacii mimo Eurdpu.

2. Verejny obstaravatel preferuje hardvérové komponenty od vyrobcov z krajin, ktoré su:

. ¢lenmi Eurdpskej Unie (EU) — krajiny, ktoré st ¢lenmi EU, si automaticky povaZované za
déveryhodné jurisdikcie, kedZe podliehaju jednotnym pravidldm a bezpeénostnym Standardom unie,



. sucastou Eurdpskeho hospodarskeho priestoru (EHP) — krajiny ako Norsko, Island a
Lichtenstajnsko, ktoré nie su ¢lenmi EU, ale st suéastou EHP, su tie? povaZované za déveryhodnych
partnerov, pretoze dodrziavaju velkd ¢ast pravidiel EU vratane bezpeénostnych $tandardoy,

o ¢lenmi NATO — ¢lenovia Severoatlantickej aliancie su povaZovani za strategickych partnerov v
oblasti bezpecnosti a obrany, vratane krajin ako USA, Kanada, Spojené kralovstvo (aj po Brexite),
Turecko a dalSich spojencov.

. partnermi EU v stlade so schémou Trusted Connectivity EU — EU vyvija iniciativy na rozsirenie
doveryhodnych partnerstiev s krajinami, ktoré zdielaju podobné hodnoty, ako je ochrana osobnych
udajov, kybernetickd bezpecnost a technologicka suverenita. Takymi partnermi s napriklad Japonsko,
JuZnd Kérea, Australia a Novy Zéland, ktoré maju obchodné a technologické dohody s EU,

. partnermi EU v sulade s Politikou obchodnych dohdd EU — krajiny, s ktorymi mé EU uzavreté
obchodné dohody, mézu byt povazované za doéveryhodnych partnerov, pokial dohody obsahuju prvky
tykajuce sa ochrany osobnych tdajov, bezpecnosti a geopolitickych rizik. Tieto dohody ¢asto zahfnaju
ustanovenia o ochrane proti geopolitickym rizikam.

Oficidlne informacie o partnerstvach a dohodach EU je moiné Eerpat z

nasledujucich zdrojov:

. web stranka Eurdpskej komisie — obsahuje informacie o obchodnych dohodéach a geopolitickych
partnerstvach EU,

o European External Action Service (EEAS) — agentura EU pre zahrani¢nu a bezpe&nostnu politiku
poskytuje aktudlne informacie o strategickych partnerstvach,

J Stratégia digitalnej a kybernetickej bezpe¢nosti EU — v tomto dokumente najdete pravidla a
partnerstva tykajuce sa digitalnej suverenity a bezpecnosti kritickych technolégii.
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