**Príloha č. 3**

**zmluvy o dielo Projekt „Zvýšenie úrovne informačnej a kybernetickej bezpečnosti MZVEZ“ č.**

**Zoznam odborníkov a požiadaviek na odborníkov**

|  |  |  |
| --- | --- | --- |
| **Druh odborníka** | **Požiadavky na odborníka** | **Meno a priezvisko odborníka/ odborníkov** |
| **IT analytik** | 1. minimálne 3 roky odbornej praxe v oblasti analýzy a dizajnu informačných systémov a návrhu architektúry riešenia informačných technológií 2. minimálne 2 praktické skúsenosti s vypracovaním analýz a dizajnu pre realizáciu IT riešení 3. držiteľ platného certifikátu minimálne na úrovni TOGAF level 2, ICCP ISA alebo ekvivalent (postačuje byť držiteľom jedného z vymenovaných certifikátov alebo jeho ekvivalentu) |  |
| **Špecialista pre infraštruktúry / hardvérový špecialista** | 1. minimálne 3 roky odbornej praxe v oblasti návrhu, implementácie a prevádzky systémov monitorovania bezpečnosti siete a informačného systému 2. minimálne 2 praktické skúsenosti v oblasti správy a prevádzky riešení centralizovaného monitorovania bezpečnosti, poskytovania služieb monitorovania bezpečnosti v reálnom čase, s automatizovaným vyhodnocovaním súladu s definovanými kritériami a notifikácie podozrivých udalostí v rámci systémov monitorovania bezpečnosti siete a informačného systému 3. držiteľ platného certifikátu v oblasti návrhu, implementácie alebo správy a prevádzky systémov monitorovania bezpečnosti siete a informačného systému vydaný medzinárodne uznávanou a oprávnenou autoritou alebo výrobcom produktu alebo ekvivalent |  |
| **IT konzultant** | 1. minimálne 3 roky odbornej praxe v oblasti riadenia IT služieb (ITSM - Information Technology Service Management) 2. minimálne 2 praktické skúsenosti v oblasti zabezpečovania komplexnej podpory pre informačný systém 3. držiteľ platného certifikátu minimálne na úrovni ITIL (Information Technology Infrastructure Library) 4 Managing Professional Certificate alebo ekvivalent |  |
| **Špecialista pre bezpečnosť IT** | 1. minimálne 3 roky odbornej praxe v oblasti riadenia bezpečnosti IT služieb 2. minimálne 2 praktické skúsenosti v oblasti návrhu a implementácie bezpečnostných opatrení IT služieb 3. držiteľ platného certifikátu pre oblasť riadenia bezpečnosti - CISA (Certified Information Systems Auditor), CISM (Certified Information Security Manager), CRISC (Certified in Risk and Information Systems Control) alebo ekvivalent (postačuje byť držiteľom jedného z vymenovaných certifikátov alebo jeho ekvivalentu) |  |
| **Školiteľ pre IT systémy** | 1. minimálne 2 praktické skúsenosti v oblasti realizácie školení pre informačné systémy 2. držiteľ platného certifikátu minimálne na úrovni ITIL (Information Technology Infrastructure Library) 4 Managing Professional Certificate alebo ekvivalent |  |

Zhotoviteľ nemôže využiť jednu osobu na účely splnenia požiadaviek súčasne na viacero druhov odborníkov vo vyššie uvedenej tabuľke.