
 

 

Príloha č. 2 

HODNOTIACI HÁROK Z VYHODNOTENIA SPLNENIA PODMIENOK ÚČASTI 
 

Predmet zákazky: Vybudovanie Výcvikového a školiaceho strediska pre kybernetickú bezpečnosť prevádzky a správy IT pre sektor VS 

Číslo obstarávania: ÚV EÚ č. OJ S 240/2025, 827113-2025 zo dňa 12/12/2025 

 VVO č. 252/2025 z 15.12.2025 ozn. 19757 - MSS 

Verejný obstarávateľ: Slovenská technická univerzita v Bratislave 

 Vazovova 5  
81243 Bratislava  

 

Uchádzač 
 

Binary Confidence s.r.o. 
Špitálska 53 811 01 Bratislava 
IČO: 47754346 

Uchádzač č. 1 

Osobné postavenie  Doklad Poznámky 

1.  Výpisy z registra trestov (štatutárny orgán, člen štatutárneho orgánu, člen 
dozorného orgánu,  prokurista, spoločnosť) max. 3 mesiace 

N/A Zápis v ZHS 

2.  Potvrdenie zdravotných poisťovní max. 3 mesiace N/A Zápis v ZHS 

3.  Potvrdenie sociálnej poisťovne max. 3 mesiace N/A Zápis v ZHS 

4.  Potvrdenie miestne príslušného Daňového úradu max. 3 mesiace N/A Zápis v ZHS 

5.  Potvrdenie miestne príslušného Colného úradu max. 3 mesiace N/A Zápis v ZHS 

6.  Potvrdenie súdu (konkurz, reštrukturalizácia, likvidácia ....) max. 3 mesiace N/A Zápis v ZHS 

7.  Doklad o oprávnení dodávať tovar, uskutočňovať stavebné práce alebo 
poskytovať službu 

N/A Zápis v ZHS 



  

 

8.  
Nemá uložený zákaz účasti vo verejnom obstarávaní potvrdený konečným 
rozhodnutím v SR a v štáte sídla, miesta podnikania alebo obvyklého pobytu – 
čestné vyhlásenie 

N/A Zápis v ZHS 

9.  Potvrdenie ÚVO o zapísaní do zoznamu hospodárskych subjektov (nahrádza bod 
1 -7) 

Splnil Registračné číslo: 2023/1-PO-F2042 
Platnosť zápisu od 23.01.2023 do 23.01.2026.  
 
https://www.uvo.gov.sk/udaje-o-hospodarskych-
subjektoch-vedene-uradom/zoznam-hospodarskych-
subjektov/detail-hospodarsky-
subjekt/142335?ext=0&ico=&l=20&limit=20&nazov=bi
nary%20confidence&obec=&p=1&page=1&registracne
Cislo=&sort=nazov&sort-
dir=ASC&cHash=b29f08eed450d15effeb72e8db48409
1  

10. JED (nahrádza bod 1 – 7). Verejný obstarávateľ umožňuje vyplniť iba globálny 
údaj.  

Splnil JED zo dňa 12.01.2026 (globálny údaj) 
Doklady nahradené JED-om predložené dňa 22.01.2026. 

11. 

Oprávnení podpisovať (štatutári/konatelia) Splnil Ing. Ján Andraško, konateľ 
 
V mene spoločnosti koná konateľ samostatne. 
 
https://www.orsr.sk/vypis.asp?ID=307445&SID=2&P=1  

 

12. 

Zápis v Registri partnerov verejného sektora v zmysle zákona č. 315/2016 Z. z. o 
registri partnerov verejného sektora a o zmene a doplnení niektorých zákonov1 

Splnil Číslo vložky: 22094 
Dátum zápisu: 02.02.20218 
Dátum výmazu: Nie je 
Dátum overenia: 02.01.2026 
 
https://rpvs.gov.sk/rpvs/Partner/Partner/Detail/2209
4  

 
1 Verejný obstarávateľ Vás v zmysle ustanovenia § 11 zákona verejný obstarávateľ nesmie uzavrieť zmluvu s uchádzačom alebo s uchádzačmi, ktorí majú povinnosť zapisovať 
sa do registra partnerov verejného sektora a nie sú zapísaní v registri partnerov verejného sektora alebo ktorých subdodávatelia alebo subdodávatelia podľa osobitného predpisu, 



  

 

Finančné a ekonomické postavenie Doklad Poznámky 

1. Nevyžaduje sa. -  

 
 

Technická alebo odborná spôsobilosť  Doklad Poznámky 

1.  

Podľa § 34 ods. 1 písm. a) zákona o verejnom obstarávaní  

Uchádzač na preukázanie technickej spôsobilosti alebo odbornej spôsobilosti 
podľa § 34 ods. 1 písm. a) zákona o verejnom obstarávaní musí vo svojej ponuke 
predložiť zoznam poskytnutých služieb rovnakého alebo podobného charakteru 
ako predmet zákazky s uvedením cien, lehôt dodania a odberateľov; dokladom 
je referencia, ak odberateľom bol verejný obstarávateľ alebo obstarávateľ podľa 
zákona o verejnom obstarávaní 

 
Uchádzač preukáže splnenie nasledujúcich podmienok účasti: 
Zoznamom poskytnutých služieb v zmysle Prílohy č. 4 súťažných podkladov 
uchádzač preukáže: 

 že za predchádzajúce 3 roky od vyhlásenia verejného obstarávania poskytol 
služby rovnakého alebo obdobného charakteru ako je predmet zákazky, 
pričom za obdobný charakter predmetu zákazky sa považuje realizácia 
aspoň jednej zákazky, ktorej predmetom bolo dodanie alebo rozvoj SOC 
platformy (Security Operations Center) v kumulatívnej celkovej minimálnej 
výške 225.000,00  EUR bez DPH. 
 

V zmysle Prílohy č. 4 súťažných podkladov, musí zoznam realizovaných zmlúv 
obsahovať nasledovné údaje 

 obchodné meno a adresa objednávateľa/odberateľa, 

Splnil 

Referenčné obdobie: 12.12.2022 - 12.12.2025 
 
Vybudovanie výcvikového a školiaceho strediska 
(Security Operations Center) pre bezpečnosť 
prevádzky a správy IT pre sektor VS (Objednávateľ: 
Ministerstvo investícií, regionálneho rozvoja 
a informatizácie Slovenskej republiky)  
Zmluvná a skutočná cena: 1.080.000,00 EUR bez DPH 
Termín uskutočnenia predmetu zákazky: 07.06.2023-
21.11.2023 
 
https://www.crz.gov.sk/zmluva/7957437/?csrt=17083
330614203648455  

 
ktorí majú povinnosť zapisovať sa do registra partnerov verejného sektora a nie sú zapísaní v registri partnerov verejného sektora 



  

 

 kontaktné údaje na osobu, zodpovednú za 
objednávateľa/odberateľa (meno a priezvisko, tel. č., e-mail), 

 názov predmetu zákazky/dodávky/poskytnutej služby, 
 opis predmetu zákazky/dodávky/poskytnutej služby, 
 dobu dodania zákazky/dodávky/poskytnutej služby, 
 cenu poskytnutej dodávky/poskytnutej služby bez DPH. 

 
Ak sa uchádzač na preukázanie splnenia podmienky rozhodne použiť referenciu 
vedenú v informačnom systéme ÚVO v Evidencii referencií, uvedie v zozname 
názov objednávateľa, názov zmluvy, stručný opis plnenia relevantného 
predmetu zákazky, lehotu plnenia, cenu poskytnutých služieb v mene Euro bez 
DPH ku dňu predkladania ponuky a registračné číslo tejto referencie. 
 
V prípade, ak uchádzač preukazuje splnenie podmienky účasti podľa § 34 ods. 1 
písm. a) zákona o verejnom obstarávaní zmluvou, ktorá svojím trvaním 
presahuje rozhodné obdobie troch rokov od vyhlásenia verejného obstarávania, 
verejný obstarávateľ odporúča, aby uchádzač v zozname poskytnutých služieb 
uviedol osobitne plnenie, ako aj jeho hodnotu, ktoré bolo poskytnuté v 
rozhodnom období. 
 
V prípade, ak poskytnutie služby realizoval uchádzač ako člen skupiny 
dodávateľov alebo ako subdodávateľ, verejný obstarávateľ odporúča, aby 
uchádzač zozname poskytnutých služieb osobitne uviedol plnenia, ako aj ich 
hodnotu, ktoré boli realizované priamo uchádzačom. 
 
V prípade, ak poskytnuté služby realizoval záujemca ako člen skupiny 
dodávateľov, alebo ako subdodávateľ, vyčísli a započíta iba finančný objem, 
realizovaný ním samotným. 

 

Podľa § 34 ods. 1 písm. g) zákona o verejnom obstarávaní  

Verejný obstarávateľ požaduje predložiť údaje o vzdelaní a odbornej praxi alebo o odbornej 
kvalifikácii osôb, určených na plnenie zmluvy alebo riadiacich zamestnancov (kľúčoví experti). 
Z uchádzačom predložených dokladov musia byť minimálne zrejmé: 

 



  

 

 údaje o odbornej praxi kľúčových expertov, čo uchádzač u týchto expertov preukáže 
predložením profesijných životopisov, alebo ekvivalentnými dokladmi. 

Z každého predloženého profesijného životopisu príslušného kľúčového experta, alebo 
ekvivalentného dokladu musia vyplývať nasledovné údaje/skutočnosti: 

 meno a priezvisko príslušného experta, 
 história zamestnania/odbornej praxe príslušného kľúčového experta vo vzťahu 

k predmetu zákazky (zamestnávateľ/odberateľ, trvanie pracovného pomeru/trvanie 
odbornej praxe/rok a mesiac od – do, pozícia, ktorú príslušný kľúčový expert zastával), 

 súčasná pracovná pozícia, resp. iný právny vzťah medzi kľúčovým expertom a uchádzačom 
(právny vzťah podľa Zákonníka práce, SZČO alebo iné), 

 dátum a vlastnoručný podpis kľúčového experta. 
 

Vzhľadom na skutočnosť, že sa kľúčoví experti musia reálne podieľať na plnení predmetu zákazky, 
verejný obstarávateľ požaduje, aby každá pozícia kľúčového experta bola zastúpená jedinečnou 
fyzickou osobou, t. j. pozície kľúčových expertov nie sú kumulovateľné. Ak by verejný obstarávateľ 
pripustil, že jedna fyzická osoba bude vystupovať v pozícii viacerých kľúčových expertov, v praxi by 
táto podmienka mohla spôsobiť problémy pri realizácii predmetu zákazky. 
 
Uchádzač vyššie uvedeným spôsobom preukáže splnenie nasledovných minimálnych požiadaviek 
na kľúčových expertov č. 1 až č. 2: 

 

2.  

Kľúčový expert č. 1 – projektový manažér – min. 1 osoba 

 minimálne päťročné (5) praktické skúsenosti s projektovým riadením 
projektov v oblasti informačných technológií (preukazuje sa 
prostredníctvom predloženého profesijného životopisu kľúčového 
experta) 

 minimálne jedna (1) profesionálna praktická skúsenosť s riadením IT 
projektov podľa metodík PMP,  IPMA, Prince 2 alebo ekvivalentnou 
metodikou v pozícii projektový manažér v oblasti IT s aplikovaním 
metodiky riadenia, ktorej súčasťou boli všetky etapy (analýza a dizajn, 
implementácia a testovanie, nasadenie), pričom informačný systém 
bol nasadený aj v cloudovom prostredí alebo v infraštruktúre zákazníka 

Splnil 

Ing. Vladimír Zaujec (Binary Confidence s.r.o.) 
 
Praktické skúsenosti/prax: 
11/2017 – súčasnosť, t.j12.01.2026 (spolu 97 
mesiacov) (Ci2 Technologies s.r.o.) – Projektový 
manažér/konzultant - Riadenie projektov v oblasti 
informačných technológií. Dohľad nad vývojom tímu, 
správa návrhov a vývoj obchodných procesov a 
vedením projektov k realizácií. Rozvoj partnerstiev a 
vzťahov s rôznymi kľúčovými inštitúciami. Príprava 
technologickej architektúry v oblasti 
environmentálneho monitorovania. 



  

 

s využitím kontajnerizácie v minimálnej finančnej hodnote 225 000 
EUR bez DPH (preukazuje sa prostredníctvom zoznamu praktických 
skúseností kľúčového experta v zmysle Prílohy č. 6 týchto súťažných 
podkladov) 

 platný certifikát v oblasti projektového riadenia, napr. PMP,  Prince 2 
(Projects in Controlled Environments) na úrovni Practitioner alebo iný 
obdobný profesný ekvivalent (napr. IPMA stupeň B , vydaný 
medzinárodne uznávanou akreditovanou (certifikovanou) autoritou 
(preukazuje sa prostredníctvom certifikátu) 

 

 
Praktická skúsenosť:  
Vybudovanie výcvikového a školiaceho strediska pre 
bezpečnosť prevádzky a správy IT pre sektor VS 
(Ministerstvo investícií, regionálneho rozvoja a 
informatizácie Slovenskej republiky)  
Činnosti: Riadenie IT projektov podľa metodík PMP, 
IPMA, Prince 2 alebo ekvivalentnou metodikou v 
pozícii projektový manažér v oblasti IT s aplikovaním 
metodiky riadenia, ktorej súčasťou boli všetky etapy 
(analýza a dizajn, implementácia a testovanie, 
nasadenie), pričom informačný systém bol nasadený aj 
v cloudovom prostredí alebo v infraštruktúre 
zákazníka s využitím kontajnerizácie v minimálnej 
finančnej hodnote 225 000 EUR bez DPH  
V projekte sa budovalo Výcvikové a školiace stredisko 
pre bezpečnosť prevádzky a správu IT infraštruktúry 
subjektov verejnej správy. Vytvorené bolo izolované a 
kontrolované virtuálne prostredie umožňujúce 
simuláciu reálnej IT infraštruktúry, sieťovej prevádzky 
a agendových systémov vrátane bežnej aj škodlivej 
prevádzky vychádzajúcej z aktuálnych kybernetických 
hrozieb. Súčasťou riešenia bola aj simulácia integrácie 
vybraných systémov verejnej správy, čím sa 
zabezpečila praktická využiteľnosť výcviku a školení. 
ŽoV zo dňa 26.01.2026: konkretizovanie použitej 
metodiky praktickej skúsenosti 
Odpoveď zo dňa 27.01.2026: Riadenie IT projektov 
podľa metodiky PMP v pozícii projektový manažér v 
oblasti IT s aplikovaním metodiky riadenia, ktorej 
súčasťou boli všetky etapy (analýza a dizajn, 
implementácia a testovanie, nasadenie), pričom 
informačný systém bol nasadený aj v cloudovom 
prostredí alebo v infraštruktúre zákazníka s využitím 
kontajnerizácie...  



  

 

Zmluvná cena: 1.008.000,00 EUR bez DPH  
chyba v písaní – správne: 1.080.000,00 EUR 
Pozícia: Projektový manažér 
Doba vykonávania: 7.6.2023 - 21.11.2023 
https://www.crz.gov.sk/zmluva/7957437/?csrt=17083
330614203648455 
 
Certifikát: 
Certifikát PMP: Project Management Professional, č. 
1279483 zo dňa 26.06.2009 
Platný do: 26.06.2027 

3.  

Kľúčový expert č. 2 – Expert riadenia bezpečnosti (CISSP)– min. 1 osoba 

 minimálne päťročná (5) preukázateľná odborná prax v oblasti 
bezpečnosti informačných   systémov (minimálne: 
identifikácia bezpečnostných rizík, monitoring, analýza a 
testovanie bezpečnostných hrozieb) (preukazuje sa 
prostredníctvom predloženého   profesijného životopisu 
kľúčového experta) 

 minimálne jedna (1) profesionálna praktická skúsenosť v oblasti 
bezpečnosti informačných systémov (minimálne: informačná a 
kybernetická bezpečnosť, osobné údaje) (preukazuje sa 
prostredníctvom zoznamu praktických skúseností kľúčového 
experta v zmysle Prílohy č. 6 týchto súťažných podkladov) 

 platný certifikát v oblasti bezpečnosti CISSP (Certified Information 
Systems Security Professional) alebo iný obdobný ekvivalent (napr. 
CISM, CISA, ISO27001), vydaný medzinárodne uznávanou 
akreditovanou (certifikovanou) autoritou (preukazuje sa 
prostredníctvom certifikátu) 

 

Splnil 

Ing. Peter Hudák (Binary Confidence s.r.o.) 
 
Prax: 
03/2021 – súčasnosť, t.j. do 12.01.2026 (57 mesiacov) 
(Covert Rampart s.r.o.) - Externý konzultant pre Binary 
Confidence s.r.o.– Senior manažér expertných služieb 
Príprava klientov na certifikáciu ISO/IEC 27001 a súlad 
so zákonom o kybernetickej bezpečnosti v oblasti 
bezpečnosti informačných systémov (vrátane 
identifikácia bezpečnostných rizík, monitoring, analýza 
a testovanie bezpečnostných hrozieb). Návrh a 
metodika GRC nástroja securea.io. Gap analýzy, 
hodnotenia rizík, interné audity 
 
07/2011-04/2021 (116 mesiacov) (DXC Technology) - 
Account Security Officer / Entity Security Officer 
Líder pre oblasť bezpečnosti informačných systémov 
(vrátane identifikácia bezpečnostných rizík, 
monitoring, analýza a testovanie bezpečnostných 
hrozieb) účty Volkswagen Slovakia, Uniper, SkyGuide, 
Kuehne+Nagel, IATA, Ministerstvo financií SR. Údržba 
certifikácie ISO/IEC 27001, bezpečnostné poradenstvo 
 
Praktická skúsenosť:  



  

 

Príprava na ISO270001 Audit, spolu s implementáciou 
a predcertifikačným auditom (Citadelo s.r.o)  
Činnosti: Projekt si vyžadoval poskytnutie 
konzultačných služieb pre Raiffeisen Bank 
International AG, Ukraine Processing Center a RBI 
Network Banks. Rozsah aktivít zahŕňal vykonanie gap 
analýzy a návrh implementačného plánu s cieľom 
získať certifikáciu ISO/IEC 27001, ako aj podporu pri 
implementácii požadovaných bezpečnostných kontrol 
pre uvedených koncových zákazníkov, to všetko aj pre 
oblasť bezpečnosti informačných systémov (vrátane 
informačnej a kybernetickej bezpečnosti, osobné 
údaje) 
Zmluvná cena: 21.390,00 EUR bez DPH  
Pozícia: Lead Auditor 
Doba vykonávania: 1.6.2022 - 15.11.2022 
 
Certifikát: 
Certifikát CISSP: Certified Information Systems 
Security Professional, č. 451407. 
Platný od: 1.11.2025  
Platný do: 31.10.2028 
 

4.  

podľa § 35 zákona o verejnom obstarávaní:  

Verejný obstarávateľ požaduje predložiť doklad podľa § 35 zákona o verejnom 
obstarávaní vo väzbe na podmienku účasti podľa § 34 ods. 1 písm. d) zákona 
o verejnom obstarávaní, ktorým bude platný certifikát o zavedení systému 
manažérstva kvality vydaný nezávislou inštitúciou (osobou akreditovanou v 
súlade s ust. § 2 písm. c) zákona č. 505/2009 Z. z. o akreditácii orgánov 
posudzovania zhody a o zmene a doplnení niektorých zákonov v znení neskorších 
predpisov), ktorým sa potvrdzuje splnenie noriem zabezpečenia kvality 
vyplývajúcich z normy EN ISO 9001:2016 v oblasti informačno-komunikačných 
technológií, alebo ekvivalentný certifikát. Verejný obstarávateľ uzná ako 
rovnocenný certifikát systému manažérstva kvality aj certifikát, vydaný 

Splnil 

Certifikát  STN EN ISO 9001:2016 č. Q – 2391-1 zo dňa 
18.12.2025 
 
Expertné služby v oblasti informačnej a kybernetickej 
bezpečnosti 
 
Platný od: 27.12.2025 
Platný do: 26.12.2028 



  

 

príslušnými orgánmi členských štátov. Ak uchádzač objektívne nemal možnosť 
získať príslušný certifikát v určených lehotách, verejný obstarávateľ prijme aj iné 
dôkazy o rovnocenných opatreniach na zabezpečenie systému manažérstva 
kvality predložené uchádzačom, ktorými preukáže, že ním navrhované opatrenia 
na zabezpečenie systému manažérstva kvality sú v súlade s požadovanými 
slovenskými technickými normami na systém manažérstva kvality. Verejný 
obstarávateľ uzná aj certifikát, vydaný príslušnými orgánmi členských štátov. 

 

5.  

Verejný obstarávateľ požaduje predložiť doklad podľa § 35 zákona o verejnom 
obstarávaní vo väzbe na podmienku účasti podľa § 34 ods. 1 písm. d) zákona o 
verejnom obstarávaní, ktorým bude platný certifikát o zavedení systému riadenia 
informačnej bezpečnosti vydaný nezávislou inštitúciou (osobou akreditovanou v 
súlade s ust. § 2 písm. c) zákona č. 505/2009 Z. z. o akreditácii orgánov 
posudzovania zhody a o zmene a doplnení niektorých zákonov v znení neskorších 
predpisov), ktorým sa potvrdzuje splnenie požiadaviek na systém riadenia 
informačnej bezpečnosti vyplývajúcich z normy ISO/IEC 27001:2022 v oblasti 
informačno-komunikačných technológií, alebo ekvivalentný certifikát. Verejný 
obstarávateľ uzná ako rovnocenný certifikát systému riadenia informačnej 
bezpečnosti aj certifikát, vydaný príslušnými orgánmi členských štátov. Ak 
uchádzač objektívne nemal možnosť získať príslušný certifikát v určených 
lehotách, verejný obstarávateľ prijme aj iné dôkazy o rovnocenných opatreniach 
na zabezpečenie systému riadenia informačnej bezpečnosti predložené 
uchádzačom, ktorými preukáže, že ním navrhované opatrenia na zabezpečenie 
systému riadenia informačnej bezpečnosti sú v súlade s požadovanými 
slovenskými technickými normami na systém riadenia informačnej bezpečnosti. 
Verejný obstarávateľ uzná aj certifikát, vydaný príslušnými orgánmi členských 
štátov. 

Splnil 

Certifikát ISO/IEC 27001:2022 č. 2507087415 zo dňa 
08.07.2025 
 
Poskytování expertních služeb v oblasti informační 
bezpečnosti. 
 
Platnosť od: 10.07.2025 
Platnosť do: 07.07.2028 
 
 

6.  

Všeobecné informácie k podmienkam účasti týkajúcim sa technickej spôsobilosti alebo 
odbornej spôsobilosti: 

 Uchádzač môže predbežne nahradiť doklady určené verejným obstarávateľom 
na preukázanie splnenia podmienok účasti Jednotným európskym dokumentom v zmysle 
§ 39 zákona o verejnom obstarávaní. Verejný obstarávateľ umožňuje vyplniť iba globálny 
údaj pre všetky podmienky účasti. 

 



  

 

 Uchádzač môže na preukázanie technickej spôsobilosti alebo odbornej spôsobilosti využiť 
technické a odborné kapacity inej osoby v zmysle a za podmienok uvedených v ust. § 34 
ods. 3 zákona o verejnom obstarávaní. 

 Skupina dodávateľov preukazuje splnenie podmienok účasti vo verejnom obstarávaní 
týkajúcich sa technickej spôsobilosti alebo odbornej spôsobilosti spoločne. 

 V prípade, ak uchádzač v ponuke predloží doklady alebo dokumenty, v ktorých sú údaje 
vyjadrené v inej mene ako v Eurách, verejný obstarávateľ požaduje prepočet týchto údajov 
na hodnotu v Eurách. Na prepočet uchádzač použije priemerný ročný kurz inej meny 
za príslušný kalendárny rok zverejnený Európskou centrálnou bankou. Za rok 2025 použije 
uchádzač na prepočet kurz inej meny zverejnený Európskou centrálnou bankou v deň 
uverejnenia Oznámenia o vyhlásení verejného obstarávania v Úradnom vestníku Európskej 
únie. 

Celkové vyhodnotenie splnenia podmienok účasti (splnil/nesplnil) Splnil 

 


